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Introduction
emdha Trust Services Provider (emdha TSP)
• Formed in 2019, 100% Subsidiary of BTC Networks

• Provider of Digital Signature, Trust Services & Workflow Applications

• Certified by Webtrust for Certification Authorities (WT4CA) 

• Members of :
• Cloud Signature Consortium (CSC) – Executive Member
• Asia PKI – Principal Member
• FIDO – Associate Member

Baud Telecom Company (BTC Networks)
• Formed in 1976, 100% Saudi Ownership

• Focus on introducing state-of-art technologies to Saudi Arabia in Information Technology & Communications 

• More than 1200 employees

• Highest Partnership Relationship with more than 100+ technology vendors

• Annual Revenues : > 1 Billion SAR (USD 267 Million)

• ISO 9001 Certified

• Licensed Operators for : VSAT, NOC, SOC, Cloud Services & Digital Signature (emdha)

• Regional Player with presence in Egypt, Jordan & Lebanon



Establishment of 
NCDC under 
KACST

2001

NCDC transferred 
to MCIT

2005

eTransactions
Law

March 2007

Establishment of 
Root CA

March 2009

Establishment of 
Government CA

May 2009
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Vision 2030 
Announced

April 2016

Commercial CA 
License Award

January 2017

Establishment of 
emdha’s CA

December 2019

Launch of emdha 
eSign Services

Feb 2020

Webtrust for CA 
Certification & 
Renewal
May 2020, 2021, 
2022 
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PKI Hierarchy in KSA





About emdha Trust Service Provider (TSP)
Paperless and Presence-less Signing Service

1st Certification Authority (CA) in KSA to be Licensed By

1st CA in KSA to be Recognized By

Compliant to KSA eTransaction Law, Article 14

1st CA in KSA to receive the WebTrust Seal

Trusted By global root stores



emdha eSign - Key Advantages
Enhanced Mobile App for Users/Subscribers to SIGN ON THE GO

 More secure – Certificates not stored in 3rd party system

 Multiple User Signatures in One Document

 Long-term Validation (LTV)

 Bulk signing of documents (up to 10 docs)

 Sign as an Individual or Legal Person or Legal Entity

 Secured Digital Seal with Timestamp for Organization

 Self-service portal for Individuals and Organizations

 Highly secured Short-Lived Certificates



Trust Service Provider

Banking Clients (9)
1

Few of our esteemed Customers…

Financial Companies (11)



Trust Service Provider

Fintech Companies (19)

Few of our esteemed Customers…
2



Trust Service Provider

Government Agencies (17)

Few of our esteemed Customers…

Private Companies (5)

3



Signing Flow
Signer’s Authentication using a trusted source

Remote Sign Service 
Provider

 Validate Request

 Generate Certificate

 Sign Doc Hash

 Destroy Keys

eSign Request

eSign Response

User / Customer

Customer Business 
Layer

Business Applications
SAP / Oracle / CRM / BPM 
/ HRMS / DMS / 
Correspondence Systems 
and so on….

Document Workflow

Internet

(OR)

emdha User Account 
Vault (UAV)

emdha User 
Account Vault 

(UAV)

National Trusted 

KYC

Internet



Digitally Signed Document Final Result
What You See Is What You Sign (WYSIWS)



Digitally Signed Document Final Result
What You See Is What You Sign (WYSIWS)



Thank You….
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